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Draft ERGEG Guidelines of Good Practice on Functional & Informational Unbundling   
A response by Centrica plc 
1.
Introduction
Centrica is a gas and electricity supplier in its home market of Great Britain and through its subsidiaries in Belgium, The Netherlands, Germany and Spain.  We are keen to see the fulfilment of the internal energy market in gas and electricity, and support ERGEG initiatives to address barriers to its realisation, in this case proposed guidelines on functional and informational unbundling.
We appreciate that there is much discussion at present about ownership unbundling of transmission, ISOs and other approaches, and we strongly support ERGEG’s preference for ownership unbundling in this area.  However we agree with ERGEG that whatever the outcome of these discussions, the implementation of any such model will take some time to accomplish.  In the meantime, we are reliant upon the current Directives, both as regards transmission and distribution.  Hence we believe greater clarity of what is required by functional and informational unbundling is essential if progress is to be made.  Any alternative model which may be subsequently agreed for transmission will benefit from the form of separation these guidelines are intended to facilitate.
There is some experience of introducing such unbundling across Member States and it is sensible to ensure that national regulators and industry players are aware of experience and good practice in this area.  Centrica itself was derived from the non-network activities of the former British Gas plc, which were subject to an early form of internal separation within the integrated company prior to formal demerger, which took place in 1997.  Since then Centrica has also had the experience of ringfencing its Rough storage operation (Centrica Storage Ltd.), as well as contributing to the design of the separation of the Openreach division of BT (British Telecoms) from its position as a new entrant to the UK telecoms market.

We thus fully support the development of this document and appreciate the need for the wide-ranging guidelines proposed by ERGEG.  The initiative is understandable (and if anything overdue), given the limited progress in many Member States since the second directives and despite the explanatory notes produced by the Commission in January 2004; the present document complements the ERGEG guidelines last year on regulatory accounts unbundling.

This response therefore focuses on the detailed drafting of each of the proposed guidelines, rather than challenging the rationale or proportionality of the measures themselves.  Our aim is to be constructive throughout - highlighting textual points which are unclear or which we feel should be strengthened if the guidelines as a whole are to be effective, pending implementation of a more structural alternative.   
In section 2, we make some general comments, and then suggest a number of textual improvements, which follow the structure of the guidelines i.e.

· unbundling of functions 




(section 3)
· unbundling of professional interest 



(section 4)
· functional unbundling: customer relations 


(section 5)
· unbundling of decisions 




(section 6)
· unbundling of information, and information management 
(sections 7 & 8)
· compliance 






(sections 9 & 10)
· the role of the compliance officer 



(sections 11 & 12)
In the final section (section 13) we set out our answers to the four specific questions posed by ERGEG, which provide an overview of our position.

2.
General observations
Terminology

We appreciate that the guidelines derive from the current directives, which requires functional and informational unbundling in a number of situations.  

However, as drafted the guidelines contain a variety of terms e.g. mother company, parent company, vertically integrated company; also network company, system operator, regulated entity. It is not always clear which entities are meant or whether distinctions are being made.  In our textual comments we highlight the most obvious instances where such apparent looseness of language should be corrected, to avoid ambiguity / ensure consistency.
Another example is the use of the term ‘management’ – does this refer to the board or senior director(s) of the entity, to management more generally or to all employees?  The meaning of the word probably varies between companies and between member states.

Since the purpose of the guidelines is to ensure consistency in the application and interpretation of the directives, we believe it would be helpful if there could be an introductory section in which such expressions are defined.  If no distinction is to be conveyed, the particular terminology should be used consistently within the guidelines themselves.
A definitions section would also be the place to define expressions such as ‘commercially sensitive information’ and ‘supervisory board’ to which the guidelines frequently refer.

Textual comments 
In most cases the guidelines are rightly specific and firm, and our textual comments in sections 3-12 are aimed at tightening the wording to avoid ambiguity or uncertainty of interpretation.  

However, flowing from one of the points above, and given the different circumstances in which the functional unbundling measures may be required, there may be areas where guidance needs to be given on the extent to which regulators should have regard to proportionality in how they are interpreted.  An example would be ‘quarantine’ or ‘gardening leave’ requirements, which should vary according to the extent to which the individual has had access to commercially sensitive information.
In our textual comments we have indicated both where wording should be improved and where regulators should have some regard to the particular circumstances in which the guidelines will be applied.
Shared services/facilities

The guidelines scarcely mention these, yet addressing the existence of shared services and facilities is critical to the success of any internal separation programme. We believe that the guidelines should be much more explicit on what regulators should expect in this area.  In our view, the different businesses should be as far as possible standalone activities, shared services should in general be limited to those required by rules of corporate governance and where a tightly controlled system of designated persons is in place, and separate, access-controlled locations should be used to minimise the risk of information leakage.

Examples

While the above observations would help ensure consistency in the way in which regulators apply the measures, we believe that there would be areas where inclusion of some examples (e.g. in the area of branding or the use of websites, call-centres etc.) would aid understanding of what is intended, and thus improve the application of the guidelines within member states. 
3. 
Unbundling of functions

G01: The management of the system operator shall work in a geographically separated structure from the competitive business structures. 

Supported.  However the document here – following the Directives - focuses on ringfencing ‘the system operator’ from other functions, assuming that this is what is needed to ensure neutrality of the monopoly network activity.  Elsewhere the guidelines relate to ringfencing the network company. The document should be consistent in its terminology as to what should be ringfenced, and should spell out the competitive functions (generation, production, supply).

More importantly, with the possibility of system operation and transmission owner being separately defined roles (and system operation potentially covering more than one transmission network), we would suggest a footnote to the guidelines at this point to explain the need for ringfencing of network ownership too, if this is to be separately defined, and it should be made clear that the footnote applies generally to the guidelines, not just to G01.  

Such a footnote will capture the situation of a network owner with merchant affiliate in cases where there is also a system operator, all of which – depending on the nature of the ISO - could be within the same vertically integrated company.  In such situations, ringfencing system operation only is totally inadequate, particularly if major powers e.g. investment continue to rest with the network owner.  The guidelines should explicitly preclude the kind of thin ‘netbeheer’ model which has been tried under the current directives, and which is indirectly alluded to in G02 and perhaps G11.

G01 refers to geographically separate structures.  This would be a good place to address the issue of shared areas such as canteens, and the need for access controls on the ringfenced business generally, not just between floors in the same building.  The guidelines need to be firmer in this area.
G02: The system operator must have enough financial and personnel resources to ensure real decision making power and his independence. He must also be free to choose his. The system operator that employ personnel of the vertically integrated company must before define the profile of the employees he needs and must not accept the personnel sent by the vertically integrated company that don’t match with this profile.

Agreed: it is essential to avoid the thin network management model, in which most of the activity is outsourced back to the parent company.  It should be made clear that ‘sufficient resources’ covers not only ‘decision making’ but to the implementation of those decisions.  
Some wording is omitted at the end of the second sentence.

The word ‘employ’ should be ‘employs’, and after ‘personnel’, the words ‘who previously worked for the vertically integrated company’ should be added, to make it clear that there is a clear change of roles required.
G03: Personal identity of the management of the system operator with the management of a competitive business unit, wherever they might be located (Holding or affiliated company), shall be prohibited. 

The meaning of this guideline is not immediately clear.  Does it refer to cases where the system operator is claiming or implying a unique relationship with the competitive business, or the competitive business with the system operator?  If so, it should be clearly stated to apply to both situations (see also comment on G09 below). 
It may simply mean that that the same individual cannot hold two conflicting management positions, in which case the wording could be more explicit and should be expanded to cover conflicting non-Executive roles too.  The system operator should have its own clearly defined management, reporting into a Group board member whose independence can be assured; the guidelines should clearly state this principle. 
G04: The management and the employees of the system operator shall not participate in any internal group activities of the vertically integrated company, in which information can be disclosed and which would give an advantage to the competitive business. 
Suggest: ‘in which commercially sensitive information related to the network can be disclosed and which would give an advantage…’    It should be made clear that ‘internal group activities’ includes management and supervisory board meetings, where the management of the network/system operator will need to absent themselves from particular agenda items. This will help minimise the possibility of the ringfenced business pursuing policies which it knows will benefit its affiliate.
For similar reasons, another guideline should be added to cover the flow of information in the opposite direction, to ensure that the rest of the business is not permitted directly or indirectly to participate in the policy of the network activity or to influence the operation of the system, except through a public consultation process or as may be agreed by the regulator.  
G05: The management of the system operator must neither own shares of the competitive businesses nor shares of the vertically integrated company as this would undermine his independence.
It is unclear whether ‘management’ refers to only the most senior directors of the system operator or more widely.  Ideally no employee of the ringfenced business should have any significant interest in the performance of the vertically integrated company, and in this regard the nature of employee share schemes and incentive and bonus arrangements which are dependent on the performance of the company (rather than on the performance of the ringfenced business) will need to be carefully scrutinised (see G08).
G06: Activities and rights of the mother company on the system operator have to be limited to secure her financial interest (supervisory function). Interference by the mother company outside this supervisory function in the network business and knowledge of the day-to-day network business is not allowed. 
Agreed.  Suggest ‘ensure’ rather than ‘secure’.  Also, the guidelines should be consistent in references to ‘the mother company’ and ‘the vertically integrated company’.

There should be much more detail here on what is meant by the ‘supervisory function’, the role of supervisory boards at corporate level and the constraints on the participation in them of those in the ringfenced business.

4.
Unbundling of professional interest
G07: When a person employed in an affiliated company is assigned to a regulated subsidiary of the group, it is necessary, either for the employee to sign a new employment contract with this subsidiary, or for the company he belongs to, to sign a contract with the subsidiary to define the conditions of the assignment. In this second situation, an amendment will be signed to the employment contract of the person. In both cases, the contract or the amendment will clearly define the assignment conditions to guaranty the professional interest of the employee. If the assignment is not to a subsidiary but to a regulated department of the vertically integrated company (not legally unbundled), an amendment to the employment contract must be written down defining the assignment conditions to guaranty the professional interest.

Suggest: ‘guarantee’ not ‘guaranty’.
G08: The assignment conditions of the management and employees of the system operator shall in particular, specify the following items: 

a.
During the period of assignment, the employee shall be subject only to the authority of the management of the regulated entity. 

We would prefer this to refer to ‘employment’ (covering appointment or secondment) rather than ‘assignment’, to make it clear that there is a complete and formal change of role, and to cover situations where staff are recruited directly by the ringfenced business.
b.
Wages and incentives are exclusively based on the results of the system operator.

Suggest adding ‘and on individual performance’
c.
Promotions and sanctions during the assignment can be only decided by the management of the system operator.

Suggest ‘employment’ instead of ‘assignment’
d.
The management of the system operator shall not be dismissed without prior justification. The justification is based on network issues and shall be notified to the regulator.
As with the previous points, this should cover individual appointments/secondments, not just to managers / the management of the system operator; we therefore believe the drafting of this point should be widened accordingly.  However it is unclear why, under normal employment law, dismissal would not be required to be justified.
e.
The conditions of the return of an employee of the system operator to an affiliated company shall mention the problems related to the disclosure of commercially sensitive information acquired during his/her previous assignment.

Suggest ‘fully address’ rather than merely ‘mention’’ and rather than ‘problems related to’, should refer to ‘ the need for safeguards around’ the disclosure etc.  Also ‘employment’ rather than ’assignment’, so that it applies to permanent as well as temporary roles.
f.
For the implementation of point 3e, the employment contract shall foresee that if the employee had access to commercially sensitive information a period of work without access to such information shall be imposed. If necessary, some functions in the vertically integrated company can be temporarily forbidden depending on the task he will have to deal with. 
Some indication should be given of the minimum period of ‘quarantine’ or ‘gardening leave’ should be determined - typically 3 months, but taking account the seniority of the individual and his/her access to sensitive information, a longer or shorter period may be appropriate.  The ‘quarantine’ requirements will have the added advantage of deterring short-term assignments.
g.
If the duration of the assignment of the executive director of the regulated department/entity is modified, the modification must sent by the regulated department/entity to the regulator for an a priori opinion.

Again we suggest ‘employment’ in place of ‘assignment’. 

The ‘regulated department/entity’ should be a defined term; we assume that this refers to the ringfenced business.

Crucially, the board of directors / management committee of the ringfenced business must be independent of all other commercial activities in the integrated company, and voting rights and veto powers must not conflict with this independence.  Also, if a modification of the appointment of the executive director has to be submitted to the regulator for an a priori opinion, his/her original appointment must be similarly subject to regulatory approval.
5.
Additional measures to reinforce functional unbundling concerning customer relations
G09: Network companies shall have their own identity; nothing shall imply a link from the system operator to the supply business. This involves clearly separate branding strategies, communication policies, and separate contact routes to the network and supply business such as separate telephone numbers, separate call centres and home pages (including transparent linking policies).
Agreed.  Neutrality (both actual and perceived) is essential not just for system operators but also where there is also a distinct network owner role (see comment on G01).  Separate branding should also be applied to e.g. routine repair and maintenance of the network, attending to emergency situations etc. by the asset owner, as well as applying to the narrower role of system operation. 

The reference to separate branding strategies etc of monopoly network activities should be more explicit that common branding is not acceptable, and that this covers not just the name of the entity but also its logo/visual identity.  
On websites, suggest ‘transparent and non-discriminatory linking policies’.  In general, there should be no direct links between the webpages of the ringfenced and competitive entities, and the website of the ringfenced network business should not give any preference to its supply affiliate.
6.
Unbundling of decisions
G10: All commercial and operational decisions related to the operation, maintenance and development of the network must be made within the network business, without involvement of the related supply business or holding company of the integrated company. Affiliated companies shall have no right to change decisions already taken.
Agreed: there should be no interference in what is intended to be the independent network activity.  This also applies for when system operation and network ownership are distinct activities. 

The guideline should also acknowledge the possibility of the related supply business being involved in network issues where this is part of a general and transparent process of industry consultation.  In such cases, we would expect there to be separate consultation responses from the network and supply businesses, reflecting their different perspectives.
G11: The network company shall have enough human and physical resources at its disposal to carry out its work and decide independently from other parts of the integrated company.  This includes having enough resources to prepare decisions, to evaluate alternatives and to be assisted by external consultancy. 

Agreed: as noted under G02, it is essential to avoid the ‘thin‘ network management model, in    which the system operator is not standalone in terms of personnel or financial resources.  
Network companies directly employing only management will have to rely on information provided by employees of affiliated companies with the potential consequence that they do not dispose of any credible disciplinary measures in order to enforce management decisions. It is hardly conceivable to act independently from the mother company when the majority of the workforce depends on essential decisions of the mother company.

Agreed, though the wording of this paragraph could be improved.  The second sentence also applies if the careers of employees working for the ringfenced business similarly depend on the ‘mother company’, and this should be added.
G12: Personnel leasing from an affiliated company should be strictly limited to pure maintenance work. The network company has to fully “manage” the work force which operates the grid. This shall include training, rewards, layoffs etc. 

Suggest ‘leased’ rather than ‘leasing’.  
It would be helpful if examples could be included of what is meant by ‘pure’ maintenance work.
G13: If independent decisions of the network company imply certain actions by the parent company (for instance in case of assets owned by the parent company) the statutes of the parent company have to foresee an obligation to follow decisions taken by the network company. Compensation for any damages incurred by the network company has to be agreed by contract between the network company and the asset owning mother company.
G14: It shall also have sufficient financial means available to fulfil its tasks to maintain and develop the network. Decision making rights which are sometimes limited by company law must be attributed to the management of the network company. At the same time the competencies of the supervisory boards have to be limited to financial supervision. Any day-to-day decision within the scope of the approved financial plans (or equivalent) must not be subject to further consultation or approval of the parent company. 
G15: The financial plan shall be proposed by the network company. Any refusal of that plan must only be based on a pre-defined risk adjusted return on capital in line with internal requirements and capital market conditions. For investment under Third Party Access (TPA) the return on capital is usually set by the regulatory authority.

G16: The supervisory board may approve the global amount of investments but must not be consulted on any individual investment, whatever its cost.

G13 – G15 supported
On G16, it is not sufficient to prevent the supervisory board from being consulted on any individual investment – they must not seek to influence that investment as long as it is within the overall amount allowed.
7.
Unbundling of Information
Third party information

G17: The grid operator shall define commercially sensitive information where third parties are data owners. 
G18: If required for the transparency and functioning of the system, the network operator has to seek agreement of data owners for general data disclosure.
G19: For such data he will define data collection, data processing as well as data access rules in a “data management system”. This system will make sure that confidentiality is respected and that equal, well specified and non-discriminatory access of contract partners (or non-discriminatory disclosure) is guaranteed. This involves equal treatment related to time, procedures, updating, cost and data quality.
Generic network information 

G20: The network company shall define commercially advantageous information on network business where the network company is the data owner.

G21: For these data the network company shall define whether they are to be disclosed or not (respecting the transparency needs of the market). 
G22: All commercially advantageous information has to be included in the data management system which shall guarantee either non-disclosure or non-discriminatory disclosure of information. This involves equal treatment related to time, procedures, cost and data quality.
In broad terms, guidelines G17 – G22 seem sensible, but it would be helpful if these guidelines could be more tightly (legally) drafted and if some of the illustrative types of information noted in the consultation could be reflected in the guidelines themselves.  In particular, consideration should be given to defining the phrase ‘commercially advantageous information’ and making it a defined term within the guidelines as a whole.
We would also note the distinction is here made between G 17 – G19, which apply to the grid operator, whereas G20 – G22 refer to the network company.  We do not see the reason for the difference at this point and believe the wording of the guidelines generally needs to be improved for consistency and clarity in this regard.  We would also refer ERGEG to our comments under G01, which address the situation where there are separate system operator and network owner roles.

As regards the generic information covered in G20 – G22, we believe there should be a presumption that all information being disclosed by the network business (whether or not the network company believes that it is commercially advantageous) should be disclosed to all market participants equally, excepting of course shipper-specific information  (e.g. on the shipper’s use of the network, balancing position etc.) which is ‘third party’, and other information where the regulator has accepted that the information would not be commercially advantageous to any recipient(s) if it were made available selectively.
8.
Guidelines on information management

G23: All commercially advantageous and sensitive pieces of information have to be part of well defined information processes in written form, which have to be sent to regulators together with the compliance programme. These written processes have to be updated whenever a change occurs. 
The wording could be improved to make it clearer that it is the written processes which have to be sent to the regulator, rather than the commercially advantageous information itself.

G24: The best practice to comply with these requirements would be to separate databases for the network and competitive business. This would allow each market participant to have equal access to information. 
The processes have to guarantee confidentiality and equal access to information for all market participants. Equal treatment includes the content of information, the timelines of provision, updating, data formats used as well as prices for accessing the information. 

Information remains confidential (confidentiality has to be ensured by the network operator) until it has been disclosed.

The processes handle the management of information from their creation to data processing, updating, access rules and formats, prices, protocols, monitoring, reporting and training.

Separate databases for the network and competitive businesses should be the ultimate objective, rather than being merely ‘best practice’, to ensure clear barriers to information flows (in both directions) and clarity of cost allocation, and to avoid the problems which arise with the further development of existing shared systems.  
If for a transitional period there is to be a single database, it should be behind its own Chinese wall, providing separate information as required by the network and commercial businesses.
‘Timelines’ in the second para of G24 should presumably be ‘timeliness’.
9.
Compliance programme
In practice, the system operator should implement the compliance programme annually through the following stages: 

(a) Design 

G25: The vertically integrated company as well as the system operator identify all processes to be examined within the compliance programme. This will be undertaken by, or at least in cooperation with, the compliance officer. All processes have to be defined in written form. The processes are part of the compliance programme. The processes will define the behaviour of employees in relation to customers, employees of other parts of the integrated company and third companies. The data management system is one of these processes.
(b) Implementation 

G26: The vertically integrated company as well as the system operator ensure compliance with the processes by its employees. They will train employees in the processes they are involved in and make these processes binding. Adequate internal measures in case of non-compliance have to be defined. 

(c)  Assessment 
G27: The compliance officer monitors and assesses the processes, compares them to the requirements set in the law and regulations and draws up reports on the results. To do so he is provided with all the necessary information and adequate resources. Internal mandatory Guidelines of the network operator oblige employees to support the Compliance Officer in fulfilling his tasks. 

(d)  Development 

G28: The compliance officer sets objectives and creates a schedule for the measures to be taken to correct any deviations detected in attaining the planned results and continuing to improve the processes. 
(e)  Reporting

G29: As a result of the assessment and development stage, the compliance officer shall draw up an annual public report, publish it and submit it to the regulatory authority (details see G33).
G25 – G29 (and the subsequent compliance sections) are a good overview of compliance, but must provide more detail.   They should refer to:
- 
the development of an internal formal code (or codes) of conduct covering all employees and specific groups of employees (e.g. designated persons). 

These codes should prohibit not just disclosure but also solicitation of commercially sensitive information, and what the employee should do if he becomes aware of an actual or potential breach. Failure to comply with the code(s) would be a disciplinary matter.
- 
the reporting line of the compliance officer, and the possibility for there to be a compliance officer on each side of the Chinese wall, operating complementary compliance programmes.
- 
the need for the compliance programme(s) to be overseen by a board-level committee e.g. the audit committee.
-
it would be good practice for the compliance programme to be sent for review or approval to the regulator before implementation.
10.
Compliance officer
G30: The contact details of the compliance officer, such as name, address, e-mail, phone number, have to be published in the compliance programme and communicated to all employees of the vertically integrated company in the ways generally applied (such as Intranet etc.). As a matter of principle any employee in the company shall have easy access to the compliance officer in case of discrimination or non-compliance or related disputes. 

Suggest: ‘actual or suspected discrimination, disputes or queries, and breaches of the compliance programme’. Here and subsequently ‘compliance officer’ should be ‘compliance officer(s)’.
G31: The compliance officer shall be guaranteed the necessary independence by the management in his employment contract and through the compliance programme. He shall be trained properly in all aspects necessary for the job.  He shall be equipped with the resources necessary to accomplish his mission. 

It is unclear whether ‘management’ refers to the management of the network company/system operator, or the management of the vertically integrated company.  To be credible, it has to be the latter, and the guideline should be explicit on this point.
It would also be helpful if the appointment of the compliance officer was made subject to the approval of the regulator.
11.
Competencies of the compliance officer
G32: In order to monitor the compliance programme in an appropriate manner, the compliance officer shall receive the following competencies (remuneration to be integrated in his employment contract):

· Elaboration and improvement of the compliance programme (if possible enforcement).

· Control of compliance of the employees and management with the obligation of non-discrimination and equal treatment of customers through random sampling in the company.

· Unrestricted access to all data, documents and offices in the company.

· Right to request support in order to assess all processes.

· Organisation of training on compliance issues in the company.

· Instruction of new employees.

· Right to propose to the management disciplinary sanction in case of violation of the compliance programme in accordance with internal guidelines.

· Direct access to the management.

See comment under G31. Direct management access must refer explicitly to the senior management of the vertically integrated company at group or audit level.
Suggest ‘have’ rather than ‘receive’  the competencies.

12.
Report
G33: The report must inform the regulator on the following issues:

· Promulgation of the compliance programme within the company (How were employees informed about the compliance programme? Did they receive a personal copy? Did they have to confirm the receipt of the programme with their signature making it a binding rule?)

· Training of the employees (How was training organised, by whom and on which issues?)

· Report on all incidents (Have sanctions been imposed? Has the compliance officer been involved in the procedure?)

· Cooperation with the management (Has the compliance officer been supported by the management? If yes how?)

· Consultation of the compliance officer (Has the compliance officer been consulted? If yes, on which issues?)

· Presentation of the result of potential process analysis 

The report must be signed by the director of the company, published and submitted to the regulator. The regulator can write an annual report on the monitoring of the compliance programme and the compliance report.

There is already a requirement in the directives to publish the compliance report.  We believe it would be good practice for the compliance report be published online and available to users. The company report should also include details of the success rate of the compliance programme (proportions of managers covered), not just how it was handled.
The compliance officer should be automatically involved in all incidents/breaches, which should be covered in the report.
Suggest ‘co-operation from management’ (not ‘with’)

Who is supposed to sign the report (s), apart from the compliance officer?  A senior director of the vertically integrated company?  Or the managing director of the network subsidiary?  Ultimately the report should be on behalf of the main Board, to the Chairman.
We believe it would improve confidence in the process if, as in some member states, the regulator was required by the guidelines to produce an annual report on compliance, rather than it just being an option.
To give additional weight to this key area, we suggest an annual overview report from ERGEG is produced, based on the reports of the individual regulators and summarising the extent of compliance (or otherwise) with the guidelines across the EU.
13.
Concluding comments and answers to questions
ERGEG’s consultation seeks answers to the following questions raised by this consultation:
1. Do you think that these Guidelines are sufficient to guarantee a level playing field in view of vertically integrated companies?
Assuming the wording of the guidelines is improved in the ways suggested above, we see no reason why they cannot play a useful role in establishing the required level playing field. 

However such a regulated approach in this situation will always be second best to full ownership unbundling of the network (or potentially the creation of a totally separate and independent system operator with no corporate or other interest apart from that of managing the network in the interests of all users equally).  For this reason, we see these guidelines as an interim option, albeit one which will facilitate such a subsequent step, and we would wish to see the final version of these guidelines made mandatory until this further step is agreed and implemented.
A crucial challenge with these guidelines is establishing a form of governance which will have the confidence of network users.  The guidelines in this area focus on the establishment of a compliance officer and compliance programme.  In our view the credibility of the arrangements also require the creation of standalone business units with minimal shared services, a governance structure that ensures that complaints and allegations are investigated and actioned, together with a formal audit report of compliance by an independent firm of auditors. It may also be helpful for the guidelines to provide examples or a template code of compliance.
2. Are unbundling requirements already today included in Corporate Governance Guidelines or your Quality Management Systems?  Do you think that these measures may harmonise implementation of unbundling in Europe?

The integrated role previously performed by British Gas plc as the historical gas incumbent has already been ownership unbundled, and the competitive activities were demerged to Centrica plc in 1997.  Thus the question is no longer directly applicable to us. 

However we are involved in operating strict functional and informational (financial, physical and legal) separation in respect of our Rough storage activity, Centrica Storage Ltd., which fully complies with the requirements of these guidelines. This separation regime was introduced following undertakings made at the time we acquired the facility, to meet regulatory and competition concerns and to enable Centrica plc to retain ownership of the asset.
Assuming the ERGEG guidelines can be tightened as suggested in this response, they would in our view represent a minimum acceptable standard for separation of network activities, which should be applied fully by national regulators in a co-ordinated and harmonised manner.  However co-ordination and harmonisation mean that ERGEG would have to have an ongoing role in overseeing implementation of these guidelines (not merely monitoring and reporting), advising national regulators on how particular circumstances should be handled.  An example would be considering what would be a reasonable period for effecting the requisite level of separation.
3. G06: Does unbundling in your view necessitate a restriction of information flows to the mother company further than those necessary for a pure financial investor?  Do you experience conflicts of governance regulations in your country with unbundling requirements?  Would it be possible to install trustees who act on behalf of the mother company (investor) in supervisory boards and who are to protect financial interests of the investor without disclosing commercial information to the mother company?
The internal separation arrangements we operate in connection with our ownership of the Rough gas storage facility represent a constraint on information flows which can be managed without conflicting with the needs of corporate governance for the company as a whole.  In our experience, the same applies to the operation by BT of its Openreach activity.  Such separation arrangements can be readily made to work in the UK context.
It is worth noting in passing that the BT example incorporates a kind of supervisory board – the Equality of Access Board – which oversees the operation of the Openreach division on behalf of stakeholders.

4. G08: Do you think that these rules can guarantee the independence of the management and employees? Or do you think that the possibility for management and employees to be assigned to the network company and back to the competitive business after some time as part of the internal career should be prohibited?
ERGEG is correct to be concerned about career progression and the risk that staff crossing the Chinese wall could undermine confidence in the separation arrangements.  However in our experience, staff movements can be permitted provided that a suitable period of ‘quarantine’ or ‘gardening leave’ is observed, and that the compliance programme and reporting is sufficiently rigorous and enjoys the confidence of other industry players.
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